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OVERVIEW

 Malware and Botnet 

 Research question and methodology

 Cyber Swachhta Kendra 

 Governmental response to malware and botnet  

 Arguments for and against such a governmental response

 Takeaway from the Case Study of India 



 Malware and Botnet 

 Research question and methodology

 Governmental solutions to malware and botnet - should/should not governments resolve such issues?

 Descriptive and Normative analysis- From Economic, Technological and Legal Perspectives 



CYBER SWACHHTA KENDRA 

 Ministry of Electronics and Information Technology 

 Indian Computer Emergency Response Team – 2004

 Swachh Bharat Abhiyan, Clean India Mission - 2014 

 Cyber Swachhta Kendra – 2017



CYBER SWACHHTA KENDRA 

 Reporting Incidents 

 Alerting Users 

 Listing of threats 

 Providing tools for resolving issues 

 https://www.csk.gov.in/alerts.html











ARGUMENTS FOR AND AGAINST A GOVERNMENTAL RESPONSE 

Arguments for governmental response

 Economic- healthy digital economy 

 Technical- governmental knowhow to resolve issues 

 Legal – protect the privacy and prevent misuse of 
data of users; Paternalistic 

Arguments against governmental response

 Economic- Burden on the economy 

 Technical- Keep up with the recent developments 

 Legal- suggested tools could create monopolies, 
making governments responsible for actions that are 
not their own and could be conducted by ISP



TAKE AWAY FROM THE CASE STUDY OF INDIA 

 Large and diverse country like India 

 The future of Digital India 

 Provides options for people who cannot afford private solutions 

 Like acts of war- a country should respond 



QUESTIONS AND FURTHER INTERACTIONS! 

 https://www.linkedin.com/in/pratiksha-ashok-65b45567/

 https://twitter.com/Pratiksha_Ashok

 pratiksha.ashok@uclouvain.be
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